Nlets is a 50-year-old not-for-profit with a business model for the interstate exchange of criminal justice information for justice and public safety professionals and a new and growing business model reaching more customers in both the governmental and private sector with over 2.7 billion messages exchanged in 2019. We are seeking a highly skilled and enthusiastic individual, but even more importantly someone who is enthusiastic about using their hard-won skills making a difference; making America safer; catching the bad guys and keeping law enforcement officers safe in both the US and Canada.

The Security Auditor is a key member of the Nlets security team assisting and driving the growing business of secure international law enforcement information sharing among the governmental and industry partners of Nlets. The Security Auditor is responsible for auditing information systems, platforms, and operating procedures in accordance with established corporate and federal security requirements. This position works directly with internal and external customers, utilizing a wide array of technical and interpersonal skills, in order to identify and address risk to the organization.

Key Areas of Responsibility

- Evaluates customer security policy and procedures to ensure it compliance with corporate and federal security control requirements
- Prepares for onsite audit of customer facility by reviewing customer network topology, data-flow diagrams, network diagrams, and technical interviews with customer staff
- Plans and executes audits of customer environments (including networks, systems, applications, wireless, cloud, physical security, etc.) to ensure compliance with corporate and federal security control requirements
- Executes and documents the audit process within a variety of computing and application environments
- Accurately interprets gathered artifacts to advise customer of deficiencies and provides recommendations and guidance to support customer’s adherence to corporate and federal security control requirements
- Composes audit reports for management and reviews findings with security team
- Works with customers to develop remediation plans that address compliance requirements, and follows up with customers until all findings have been addressed
- Shared responsibility to facilitate and maintain ongoing security awareness training and background compliance checks for both internal staff and customer personnel
- Collaborates with internal business units to ensure security compliance, manage risk and bolster the corporate security posture
- Interfaces with new customers throughout Technical Security Assessment process
Key Requirements

- **MUST PASS 10-PRINT FBI BACKGROUND CHECK**
- Excellent written and verbal communication skills.
- Confident, articulate, and professional speaking abilities.
- Bachelor’s Degree in information security or related field or at least 4 years of related experience
- Cisco Certified Network Associate Security (CCNA Security) Certification OR related Security Certification
- At least 3 years hands on experience in one or more of the following Operating Systems: Windows Server, Linux and UNIX
- At least 3 years hands on experience with networking concepts such as routing, switching, firewall, DNS, DHCP, OSI Model, TCP/IP, VPN
- Knowledge of security concepts such as antivirus, device patching, encryption, vulnerability scanners, IPS/IDS, SIEM, central logging
- Knowledge of information system architecture and security controls (i.e. firewall and router configurations, operating systems configurations, wireless architectures, databases, specialized appliances and information security policies and procedures)
- Familiarity with one or more of the following Database Environments: Microsoft SQL Server, Oracle, Sybase, DB2 and MySQL
- Experience with programming languages such as Java, PowerShell, C#, and .NET
- Knowledge of Industry Standards and best practices
- Out-of-State travel required (approx. 40%)

Benefits

- **Collaborative work environment**
- **Generous company-paid benefits package for employees AND dependents**
- **Casual Dress Code**
- **Covered parking during those HOT Arizona summers**
- **Team building and social events for employees AND their family**

Position Type: Full-Time hourly with bonus and benefits

**Salary Range:** $63,972 – 92,760 + Bonus

**Location:** North Phoenix, Arizona

Interested qualified candidates may send resume to hr@nlets.org